
 

Information on Data Protection for 
Visitors 
This is to inform you concerning the processing of your personal data by New Reinsurance Com-
pany Ltd. (NewRe), and your rights under Swiss data protection legislation. 

Who is responsible for processing your data? 
New Reinsurance Company Ltd.  
Zollikerstrasse 226 
8008 Zurich 
Switzerland 
Telephone +41 (0)58 226 65 00 

If you have any questions pertaining this information, please contact our Legal & Compliance de-
partment at the above mentioned address (with the addressee “Legal & Compliance”), or by send-
ing an email to dataprotection@newre.com. 

What kinds of data do we process, for what purposes and on what legal 
grounds? 
We process your contact data (your name and potentially your company) and, depending on the 
duration of your stay, your fingerprint to manage your visit and access to our company building.   

In addition, we may also record your data through video surveillance at and in our office building 
(particularly at the entrance to the building, fingerprint access points, exterior walls of the building 
and at the gates/doors to our parking garages) and by accessing our building with your fingerprint 
or a badge, log data with your name, point of entry (door), date and time of your entry into the 
building may be recorded. 

We exclusively use immovable cameras installed at fixed angles, with no sound recording. We use 
appropriate signages to identify where areas in or to our office building may come under surveil-
lance. 

The video surveillance serves us to protect our legitimate security interests in our property using 
the necessary security standards. It particularly aims to ensure the safety of our staff, the security 
of our office building and the material assets within, to monitor access and the workings of our 
technical plant and equipment, and to detect and prevent technical malfunctions. The recordings 
may also be used to investigate any offences (e.g. break-ins or wilful property damage). 

We process your personal data in compliance with the Swiss Federal Act on Data Protection, the 
Ordinance to the Federal Act on Data Protection and other applicable laws. 

We have state-of-the-art technical and organisational security measures to protect your personal 
data against accidental or intentional manipulation, loss, destruction, and access by unauthorised 
parties.  

Your personal data will be treated confidentially at all times. Should we wish to process your per-
sonal data for any other purpose than those mentioned, we will inform you of this in advance in ac-
cordance with the legal requirements. 
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Who provides us with your data? 
Your personal data will either be collected directly from you (e.g. fingerprint) or provided by third 
parties (e.g. your employer or a NewRe employee registers your visit at our company). 

How long will we store your data and who has access to it? 
Within our company, only persons that require the data to meet our contractual and legal require-
ments will receive access to your personal data. We may also use external service providers in 
certain cases to meet our legal and contractual duties. 

We will delete your personal data as soon as it is no longer required for the purposes set out 
above, which is generally after the last day of your registered visit at NewRe or longer if specifi-
cally requested or if required by law. The video recordings in particular are regularly erased after 
five calendar days, unless events related to the cameras’ purpose make it necessary to retain the 
recordings for a longer period, or to forward them to the police or other authorities. 

What privacy rights can you claim as a data subject? 
You may request information at the address indicated above about the personal data we have 
stored under your name. In addition, under certain conditions, you may request that your data be 
deleted or corrected. You may also have a right to restrict the processing of your data and a right 
to have the data you have made available disclosed in a standard electronic format.  

If we process your data for the purpose of safeguarding legitimate (Group) interests, you may 
lodge an objection to such processing at the above address, provided your particular situation pre-
sents grounds for opposing such data processing. We will then stop the processing, unless we 
have compelling legitimate grounds not to do so that override your interests, or if processing 
serves the establishment, exercise or defence of legal claims. 

Where processing of your data is based on consent, you have a right to withdraw your consent at 
any time, without affecting the lawfulness of processing based on consent before its withdrawal. 

If you wish to complain, you can contact the Legal & Compliance department mentioned above. 

Changes to this information 
We will notify you as required of any pertinent changes to the information in this document.  
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